
Data Processing Information 
 

For your protection, Julius Baer recommends that you do not send it any individual personal information via communication 

methods that are not secure, including via email or other public electronic communication channels, as these are generally 

not secure and could be intercepted by a third party. Whilst Julius Baer takes measures to ensure that your personal data 

held by it cannot be accessed by third parties, please note that when communicating through email or website, data is 

transported over an open network (the internet) which is accessible to third parties and which cannot be regarded as a 

secure environment. 

 

Julius Baer may monitor, review and retain all e‐mails and other electronic communications sent to or from its systems in 

accordance with its internal policies and subject to all applicable legal requirements, including for the purposes of monitoring 

the quality of its services, managing its business properly and complying with legal and regulatory obligations.  Such 

communications may be shared by Julius Baer with third parties, including those located in other countries, and may also be 

stored in other countries.  In such cases, Julius Baer will make every effort to secure an appropriate standard of protection 

for your data, taking account of the applicable legal and regulatory requirements, including those relating to confidentiality 

and data protection, but it is possible that data may be relayed to a country in which the prevailing standards of data 

protection are lower than in your country of domicile.  More information about how Julius Baer in the United Kingdom 

handles confidential information about you can be found at https://www.juliusbaer.com/en/legal/united-kingdom/.  
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